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ABSTRACT

The development of technologies provides
solutions to many current issues and encourages
humanity to make constant progress. The
regulation of their use in society is coming under
equally intense demand. Antitrust laws have been
adapting quickly to the changing market, helped
by technical advice and suggestionsfroma variety
of international institutions and domestic
governments. The same degree to which they are
enforced elsewhere, the principles of antitrust
policies and data protection must also be upheld
inthedigital economy. Opponents of Antitrust laws
argue that regardless of any merit they may have
hadinthe past, they areirrelevant in a DE! because
of the exponential rate at which dynamic
technology development is accelerating. They
contend that quick innovation has virtually
eliminated the ability to amass market power.
Whatever the rate of technological advancement,
it is impossible to allow the markets, especially
the digital market, to become anarchic since this
could pose a threat to the orderly society.
Therefore, it is important that we foster an
environment where new economic activity may
develop. This can be done by supporting sound
and rigorousregulatory policy with complementing
antitrust policy and by fostering the right

regulatory framework for the DE.
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INTRODUCTION
Thispaper god isto examinetheprivacy issues
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inthe DE? from an economi cs standpoint. The datathat isbeing gathered by businesses|ike Facebook and

Google, whether it isfrom user searches on Google or persona dataprofilesthat arefed intolarge databases
on Facebook, iscausing anxiety among consumersall over theworld. Technology’ sadvancement has produced
new toolsfor the state’ s potential invasion of privacy through monitoring, profiling, and the collecting and
processing of data. Both theauthority of the government & theinfluence of businessesin the private segment
arecongtrained by privacy.

Theideaof privacy ischallenging and complicated. It isregarded ashaving astrong foundationin
human autonomy & dignity, is connected to the preservation of one's private sphere, and is frequently
operationalized astheright to defend one' s privacy. It can also be seen as setting boundaries between the
public and private domains.

Inamilestonecaseof K. S Puttaswamy (Retd.) v. UOI?, the SC opined by ninejudges bench that
al Indianshavearight to privacy asafundamenta rightinArt., twenty one of thelndian Congtitution. The
biggest issueiswith data protection and privacy. Both the collection and analysis of private databy digital
service providersand the security dangers associated with that data getting into the wrong hands are not
usually knownto users. Even if consumersareinformed, many are unclear about how businesses use and
safeguard the datathey obtain from online purchases. Thefollowing steps should betaken to reducetherisk:

» CCI candolittleto addressto the problem for the reason that the problem exceedstheir officially
permitted authorization.

»  Adapting dataprotection and privacy regulationsshould bethegod of policy action. Theimpact onthe
process of competition acrossdigita platformsshould be specifically examined intheimpact analysis
of alinked policy proposal whiledoingthis.

Importanceof Digital Technology

Themarket for DT (digital technology) hasgiven riseto avariety of unique and creative business
model sand solutions, some of which have drawn the attention of enforcement agenciesaround theworld for
being anti-competitive, especialy those connecting to“ onlineand mobileadvertising, socid networking, internet
search technol ogies, and interoperabl e software.” Dueto these devel opments, enforcement agencies now
haveto contend with disagreementsbetween variouslega systems, which could be problemeatic for both them
and the organi zationsthey are tasked with enforcing antitrust law against. With the growth of the digital
technology market, thereisagreater need than ever for action to safeguard anti-competitive practicesin such
afast-moving sector.

TheMeaning of theWord “ Big Data”

Big Dataisgenerally understood to be vast quantities of various sorts of datacreated quickly from
several sourcesand requiring new, more potent processorsand algorithmsfor handling and analysis. Weare
aready witnessing large databases of consumer dataasaresult of network effectsthat haveformed repositories
with enormouscollectionsthat havetremendouscommercia va ue, eventhough datacollection may first seem
irrdlevant and difficult to sell. Not the dataitsalf isof concern, but rather theinformation that the dataprovides
about people, such astheir behavior, preferences, age, geography, socia position, and politica beliefs, or the
turnover of acommercia business.

Big Data and Its Nexus with Antitrust Law

Examples of merger casesinvolving data hol ding busi nessesthat were submitted to the EUCE &
antitrust commission?for approval and received merger approvalsareavailable. When Facebook sought to
merge with Whatsapp in 2014, the commission |ooked more closely at the privacy issues. It took note of
issueslike Facebook’ sability to use Whatsapp datato improveitsonline advertising or worriesregarding
changesin end-to-end encryption, but approved the merger becausethere were enough competitorsto exert
competitive pressure. There have been attemptsto creaste acasefor the antitrust Commissionto asolook into
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the merger of Facebook and Whatsapp.® Whilethe CCI® hasnot yet examined Big Dataand itseffectson
competition, itisimportant to remember that the CCl issued an opinioninwhich the Informant asserted that
Whatsapp and Google had adominating position.”

Judicial Approach towards Privacy

The privacy asafundamental rightisnot explicitly stated in the supremelaw of theland, and it has
beeninterpreted by thecourts. The Right to Privacy isincluded in the scope of Fundamental Rightsaccording
tothejudicial interpretation. Thelegidation pertaining to privacy hasdeveloped and evolved under Indian
judicid oversght.

J.K.S. Puttaswamy (Retd.) & Anr.v. UOI?8

TheApex court issued alandmark ruling inthiscase, concluding that Arts., 14, 19, 21 of theIndian
Condtitution guarantee and uphold theright to privacy. TheRight to Privacy isInherentintheRight to Lifeand
Persond Liberty AssertedinArticletwenty, According tothe SC. Additiondly; itisoneof therightsprotected
by the Constitution’s Third part. The SC went on to say that the State has aduty to protect its citizens
privacy. The* Aadhaar Card Scheme’ wastherefore proved to infringethecitizens' right to privacy. People
arenow ableto seek legal recourseif their privacy rightsare being breached thanksto the SC’'sverdict. The
standardsand guidelines created by Indian tech companiesare a soimpacted by thisverdict.

People sUnion for Civil Libertiesv. UOI®

The SC was asked to decide whether thetapping of cellphonesin thiscaseviolated peopl€' srightsto
privacy. Sincephonecdlsareprivateand confidentia, the Right to Privacy wasviolated inthiscase, according
to the Honorable SC. The SC held that the specific facts of the case should determine whether or not the
Right to Privacy isprotected by Art. twenty of the Indian Congtitution.

The Competition commission investigation on WhatsApp’sPrivacy Policy

The Competition commission requested an investigation into WhatsA pp’ supdated privacy policy
dueto an alleged misuse of market dominance.’® WhatsA pp filed acasewith the High Court of delhi , but the
court sided with Competition commissioninitsdecision. The apex court later declined to put astop to the
Commissioninvestigation into WhatsApp'sPrivacy Policy.
InHarshitaChawlav. WhatsApp Inc.tt

The Competition commission’sjudtification for ordering aprobeissufficiently obvious, andit will be
doneinany stuationwherethereare potentia anti-competitiverepercussons. Thediscovery of anti-competitive
implicationsisinfluenced by theacknowledgment of privacy asacompetitive parameter.
In“Vinod Kumar Guptav. WhatsApp” 2

The commission said that because theinformant claimed aviolation of sectionsof the I T Act, 2000
that are outside the purview of antitrust |aw, the Competition commission declined to get involved in the
gtuation.

The Supreme Court opined in the case of “CCl v. Bharti Airtel” 22 It can be assumed that the
Competition commission will haveasecondary jurisdiction over problemsinvolving privacy considerationsif
anauthority isestablished for handling privacy issuesand isrecognized as asector-specialized organization.

Inthe European Union, The European Court of Justice' sverdict of the* Asnef-Equifax v. Ausbanc”
affirmsthat, even where consumer interestsareimpacted, i ssuesrel ating to personal datashould besettledin
accordancewith the pertinent dataprotection laws, not competition legidation.

Relation between Data Privacy and Competition Law

In digital marketplaces, which are frequently “ zero-price markets,” aconcept at odds with the
conventiona lega and economic theoriesre ating to competitiveinjury, theinterpretation of theAntitrust Act®®
could becomecomplex. Thesemarketsa so haveother distinctivefeetures, for ingancedifficulty indetermining
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market power or market shares, low entry barriersfor players, in contrast to network effectsthat may prevent
new entrantsfrom expanding or achieving economiesof scale, and customers' ability to multihomewhileat the
sametimebeinglocked-in dueto alack of interoperability (complicating theanalysisof switching costs).

The Competition Commission released areport (the“ CCl Telecom Report”) onthe Indian telecom
industry intheyear of 2021 of January, importancethe convergence of dataprivacy & antitrust law. Indigital
marketplaces, which arefrequently “ zero-price markets,” aconcept at oddswith the conventional legal and
economic theoriesrelating to competitiveinjury, theinterpretation of theAntitrust L aw could become complex.
Thesemarketsal so have other distinctivefestures, such asdifficulty in determining market power or market
shares, low entry barriersfor players, in contrast to network effectsthat may prevent new entrantsfrom
expanding or achieving economiesof scale, and customers' ability to multihomewhileat thesametimebeing
locked-indueto alack of interoperability (complicating theanaysisof switching costs).

The Competition Commission noted the confluence of dataprivacy & competitionlegidationina
study on the Indian telecom industry (the* CCI Telecom Report”) that was published in the year 2021 of
January. It refersto the use of dataas non-price competition, whichimpliesthat an organization may usethe
dataobtained from usersto gain acompetitive advantage over rivals. Another study from 2020 that wascited
by the Commission of antitrust law similarly found that network effectsbrought on by enormousamounts of
datacollection allowed companiesto compete on alevel unconnected to pricing and develop a* winner takes
all” system. Asaresult, data might be used as a stand-in for determining market power, and once that
assessment has been made, datamisuse could be seen ashaving amajor negative impact on antitrust.

Data as a sign of Marker Influence

Inlinewith Sec. twenty six (one) of theantitrust Law (“WhatsApp Suo Moto Order”), which views
dataas anon-price competitive criterion, the Competition commission had issued an order beginning an
Investigation against “WhatsApp & Facebook” . Initsorder, the Commission took into account its prior
rulingsregarding WhatsA pp to determineitsmarket dominanceand opined that “ givenitspopul arity and wide
usage, for one-to-one aswell as group communications, and itsdistinct and unique features, WhatsApp
seemsto be dominant”. That discovery issignificant sinceit depends on platform’suser base creating a
network effect.®

“Inadata-driven ecosystem, theantitrust law needsto examinewhether the excessive datacollection
and the extent to which such collected datais subsequently used or otherwise shared, have anti-competitive
implications, which require anti-trust scrutiny,” the Competition commission state.*’ The Competition
Commission hasa so adopted asimilar strategy initseva uation of mergers, noting that in“ new age dynamic
markets’ traditional market share research may merely serve asastarting point for inquest andisn’t the
merely factor to betaken into consideration when determining market dominance. Current choicesinthese
areashavetaken into account potential problemswith datainterchange and net neutrality.

Regulatory Intervention by the Competition Authority and Data Protection Law

TheAntitrust Law’sgoal isto uphold and encourage markets competitive nature, which ultimately
benefitsconsumers. Ontheother hand, the“ DPDPAct” 8 intendsto give power to peopleby preserving their
personal dataand allowing lawful processing of that data. The Antitrust Law isintended to safeguard &
encourage the competitive temperament of marketswhichin due courseleadsto customer benefits. “ The
DPDPACt”, in contrast aimsto give power toindividuashy protecting their persona data& alow processing
of their datain alega way. The DPDPA ct and the Competition Act aretwo significant legid ativeframeworks
that addressdigtinct yet interrelated apectsof themodern digita world. Whiletheformer focuseson safeguarding
persona dataand user privacy, thelatter amsto ensurefair competition and prevent anti-competitive practices
inthemarket. Theinteraction betweenthesetwo legidationsiscrucia asthey collectively shapetheevolving
digital ecosystem, ensuring abalance between data protection and healthy market competition.
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The statement of the DPDP, 2023 Bill takes cogni zance of thefact that datahasahugeroletoplay in
thegrowth of thedigital economy and therefore protection of persond dataisequally important and imperative.
Theeconomic essenceof theAct and itsimpetusto bus nessesand start-ups can be gauged from theexemption
provisionscreated in section 17(3).2° The Competition Act, 2002, that closely governsdigital marketsand
activitiesof market participants, wassimilarly enacted to support the economic development of the country.
TheAntitrust law governsthe conduct pertaining to abuse of dominant position by an enterpriseaswell as
keepsacheck on agreementsor combinationswhichwill have AAEC? inthemarket. A closer analysisof the
DPDPAct will exhibit itscorrelation and overlap with the competition act which businessesmust be cautious
about for businesshygiene. Infact, section 6(2) of DPDPA ct recognizesthat consent shall beinvalid even
whenitistakeninviolation of any other law inforce (for example, Competition law).

Ins. 6(1) read with s. 5(2)% providesthat the consent by dataprincipal for aready concluded contracts
hasto beunconditional. Thisclauseaso hasthe potential of addressing issuesrel ated to abuse of dominant
position by those platformswhose services are unavoi dable/necessary intheir offerings. Also, the purpose
and limitation framework in seeking consent should addressthei ssues pertaining to excessve datacollection,
which can s multaneoudy belooked into by the Data Protection Board & the Indian Antitrust Commission.

Itisalsointeresting to note that competition law and privacy laws go hand-in-hand inthe European
Union and theripple effect can be seen globally, including India. A very seminal European Court of Justice
ruling in Meta Platformsand Ors. v. Bundeskartellamt? pronounced recently on July 4, 2023, stated that
member state antitrust authorities can enter into the exercise of finding aviolation of the GDPRZ while
investigating acase of abuse of dominant position. It analysed several vita areasof intersection of both the
lawswith the crux being that certain conduct may bejustified under the GDPR but can run foul under the
antitrust laws.

S.7 (a), mentionsthevoluntary giving of personal dataand non-indication of * no consent’ by data
principa asalegitimate use case. Such an activity may befineunder theprivacy law but will runfoul under the
antitrust law, epecially inthedigital market. An untrained user generally doesn't investigate the datahe/she
shares, and its purpose. Thesituation isexacerbated with the prevalence of dark patternsfor taking consent
inlieuof services. Thisisbeing examined by privacy regulatorsaswell ascompetition law authorities. TheUS
Federa Trade Commissionisalready examining usageof ‘ dark pattern’ by Amazon for enrolling consumers
inAmazon Prime without consent and making the cancell ation process complicated. Thisalso comeswith
tricked consent to onerous conditions of sharing personal data, wherein the consent withdrawal processis
complicated. Such aprovision of easein withdrawing consent can be seenin section 6(4). All theseissues
around consent management have propelled the need for anew set of entities called * consent-managers
under theAct, whichisrarein privacy laws, globally.

The CCl Telecom Report notesthat, contrary to antitrust law, which aimsto preserve and develop
competition rather than saf eguarding specific market competitors, privacy may fundamentally beaconsumer
protection concern. The Competition commission should work with other organi zationsthat have been given
particular authority to establish guidelinesfor data protection. Whilethe Competition commission may be
aware of an anti-competitive deviation from these norms, the Competition commission’sattempt to determine
what congtitutesa* excessive amount of data’ may put it at oddsthrough other authoritieswho may beina
superior position to do so anyhow

Conclusion

Thefundamenta ideol ogy of autonomy and dignity of human can beused to defend privacy protection
asafundamental right. However, it can be confirmed from an economic perspective that with the aim of
addressmajor market failureissueswith regard to privacy, the safeguard of privacy & personal dataought to
beincreased. Finding theideal bal ance between safeguarding the privacy of specific individualsand the
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enormous potentia benefitsof analyzing vast collectionsof collected dataiscrucia. The devel opment of lega
guiddinesand regul atory measuresfor the security of privacy intheseincredibly innovativedigita marketplaces
isavery challenging subject to solvewithout jeopardizing further innovation and jeopardizing the numerous
futurepotentid of thedigital economy. Withtheintention of createawell-functioning lawful sysem for defending
privecy inthedigital economy, itisessentid to build a* sophisticated integrated approach” of the appropriate
lawful normsin competition, consumer, dataprotection & I1PR.

Therefore, more study into the connections among consumer, competition, and dataprotection legidationis
especially important. In these various policy sectors, it a so necessitates cooperation from the enforcement
agencies. In order to deal with privacy concernsand protect consumers, “antitrust authorities, consumer
security agencies, and data protection supervisors’ must come up with ashared strategy and apply itina
coordinated manner.
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